
 
 

 
Career Opportunity @ TRIARQ Health, India 

 

Information Security Specialist 
 

TRIARQ Health is a Physician Practice Services company that partners with doctors to run 
modern patient-centred practices so they can be rewarded for delivering high-value care. 
TRIARQ’s Physician-led partnerships simplify practices’ transition to value-based care by 
combining our proprietary, cloud-based practice, care management platform and patient 
engagement services to help doctors focus on better outcomes.    
 
Industry Type: IT-Software, Software Services   
Location: Pune / Nashik / Navi Mumbai  
Division: US Healthcare Technology  
 
Job Summary:  
 
The Information Security Specialist will be responsible for maintaining the security of the 
organization's information systems and data, identifying and addressing vulnerabilities, and 
implementing effective security measures to protect against cyber threats.  
 
Responsibilities: 

• Develop and implement security policies and procedures to protect against cyber-

attacks and unauthorized access to information. 

• Manage security incidents and conduct forensic analysis when necessary to determine 

the source and scope of any security breaches. 

• Oversee the implementation and maintenance of security technologies such as firewalls, 

intrusion detection/prevention systems, and data encryption tools. 

• Conduct regular security audits and vulnerability assessments to identify weaknesses 

and potential threats to the organization's information systems. 

• Collaborate with cross-functional teams to implement security best practices and ensure 

compliance with regulatory requirements. 

• Provide security awareness training to employees and help develop a culture of security 

throughout the organization. 

 

 

 



 
 

 

Skill Requirements: 

• Bachelor's degree in computer science, Information Technology, or related field 

• 5-10 years of experience in Information Security, with a proven record of 

accomplishment of implementing effective security measures and protecting against 

cyber threats 

• Strong knowledge of security technologies and tools, including firewalls, intrusion 

detection/prevention systems, and data encryption tools. 

• Strong technical knowledge of all aspects of the HIPAA regulation 

• Exposure to HITRUST will be an advantage. 

• Experience operating or advising programs that effectively rightsized risk management 

controls across the relevant contexts of a distributed architecture. 

• Experience supporting an organization through a SOC 2 + HIPAA audit. 

• Familiarity with industry standards such as NIST, ISO, and PCI-DSS 

• Excellent communication and collaboration skills, with the ability to work effectively 

with cross-functional teams. 

• Relevant certifications such as CISSP, CISM, or CISA are highly preferred. 

 

Work experience:   5- 10 years   
Employment Type: Full Time, Permanent   
 
Send your resumes on jobs@triarqindia.com 
 

TRIARQ Health.com 
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